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Every day, our organisation receives and sends mail.

Would you know what to do if one item seemed suspicious?

[Today’s date]
Introducing CPNI’s new mail screening and security campaign

This may be an age of increasingly advanced technology, but our organisation still needs to use postal and courier services to send and receive physical mail. As a result, there is a risk of receiving something dangerous through the post. Mail streams into and within our site present opportunities for malicious attacks or hoaxes, and without the appropriate security measures, security incidents such as these can affect our day-to-day operations, as well as our reputation.

That’s why we’re taking action with a new mail screening and security campaign.  

Over the next few weeks, you’ll notice a series of posters, tools, articles and other resources to help you:

1) Learn the importance of mail security

2) Become aware of our security and mail screening procedures

3) Recognise how to respond to suspicious mail

Understanding how to minimise the risk and impact of suspicious mail can help you feel equipped in an unexpected situation, and this can safeguard our organisation from a postal threat.
For more information, contact [security personnel] or search for mail screening and security at www.cpni.gov.uk. 
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